
SCAM ALERT! 
 
Beware of unsolicited phone calls from suspects who claim to be calling from legitimate IT 
companies. The scammer will allege that your computer is infected and in need of urgent repair. 
The victim will be guided to allow remote access to their computer for the fake technician to 
assess the issue.  
 
DO NOT GIVE THEM ACCESS! 
 
They could potentially infect your PC with a Cryptolocker virus which renders your device 
unusable and requires payment to be removed. They also have the ability to steal your personal 
information. 
 
If you believe you have been the target of this scam or similar, you can report to your local Police 
Station or online via: 
https://www.acorn.gov.au/ 
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